
Certified Information Systems Security Professional (CISSP)  
Exam preparation program

This CISSP training program is a 5-day preparation course to become a Certified Information Systems 
Security Professional. The CISSP certification is recognized as the ‘gold standard’ for senior professionals in 
information security, audit and IT governance management. 

Certified Information Security Manager (CISM) 
Exam preparation program

This CISM training program is a 5-day preparation course to become a Certified Information Security 
Manager. The CISM exam is held three times a year and our lead trainers will help you pass the exam on the 
first try.

ISO 27005 Risk Manager

This 2-day course enables participants to develop the competencies to master the basic risk management 
elements related to information security using ISO27005 standard as a framework of reference. The 
certification exam is a component of the training. 

ISO 27001 Lead Auditor

This 5-day intensive course to become a certified Information Security Management Systems (ISMS) 
Lead Auditor is based on ISO27001 - the international standard for best practice in information security 
management systems. 

ISO 27001 Lead Implementer

This 5-day training program provides comprehensive coverage of all theoretical and practical aspects of 
implementing and maintaining an ISO27001 project. It is ideal for anyone responsible for implementing an 
Information Security Management System (ISMS) that conforms with ISO27001. 

ISO 22301 Lead Auditor

This 5-day intensive course provides participants with the practical knowledge and skills required to plan and 
execute audits of Business Continuity Management Systems (BCMS) in line with the requirements specified 
by the ISO22301 standard. 

ISO 22301 Lead Implementer

This 5-day course covers all of the key steps in using ISO22301 best practices for the business continuity 
arrangements. It is designed for professionals responsible for implementing a Business Continuity 
Management System (BCMS) within organizations. 

TRAINING PROGRAMS
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Kudelski Security, a division of the Kudelski Group (SIX: KUD.S), is an innovative, independent 
provider of tailored cybersecurity solutions to enterprises and public sector institutions. 
Kudelski Security is headquartered in Cheseaux-sur-Lausanne, Switzerland, and Phoenix, 
Arizona, with operations in countries around the world.

Info@kudelskisecurity.com  |  www.kudelskisecurity.com

Crisis Communication Training

This modular Crisis Communication training program enables members of an organization’s crisis committee, 
executive management, and PR and communications team to develop the necessary skills and tools for 
managing communications in an emergency situation. 

IOS Security Training for Penetration Testers and Application Auditors

This one-of-a-kind 5-day course on iOS applications security enables security professionals to develop 
the necessary expertise to perform security audits of iOS applications. The course enhances participants’ 
understanding of how to protect sensitive data and extract it for forensic analysis. 

Open Source Intelligence (OSINT) Course

This 1-day course enables you to acquire the necessary knowledge to use the Internet as an investigation 
tool and extract the information you deem most relevant and useful. Amongst other things, the course 
teaches you how to crawl the web and perform targeted searches while protecting your anonymity and your 
computer’s integrity. You will be made aware of current cyber risks, as well as the legal limitations related to 
your searches, the collection and usage of the gathered information.

Customized Training

We understand that different industries have specific information security needs and may prefer to have a 
customized cybersecurity training program delivered on their premises. 

For more information and registrations, please visit the Education page on our website www.kudelskisecurity.com


